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Abstract of the contribution: Update to address the Editor’s note and impact clause
Background
Whether it is needed for the UE to remain in CM connected state in order to maintain the Nwu is not black or white. What is clear is that the translation tables in the NAT, the mapping between the Inside local address and port and the Global Local address and port needs to be maintained for the PDU session used for the Nwu. A NAT would apply reuse of ports when possible and rules for the reuse would be configured. A few alternatives exist for avoid invoking such rules for reuse of port numbers including e.g. manual configuration which is expensive or sending dummy packets over Nwu. Our assumption is that it would help a service provider to configure a rule for not reusing the IP@ and port number mapping if the the PDU session is active as long as the Nwu should be maintained. To enable that the PDU session is active, we suggest in this solution that the Core Network can request the RAN to release the UE to RRC Inactive. We think that keeping the UE in CM connected and the PDU session active could be a useful tool to configure rules for the NAT.
A second benefit not related to the EN but related to the latency accessing the second network’s services. The setup time both for MO and MT is reduced when the UE transitions from RRC Inactive to RRC Connected compared to when the UE transitions from RRC Idle to RRC Connected and CM Idle to CM Connected.
Based on the above discussion we propose to remove the EN with text along the discussion above.
* * * Start of change * * * 

6.14
Solution #14: Always in CM Connected state in the two networks.

6.14.1
Introduction

This solution relates the second objective in KI#2. The Purpose of the objective is to allow the UE to be either in connected state or in a power save state in the serving network and still get service from the other network. This solution proposes that the UE is always in CM connected state in both networks and that the IPsec tunnel between the UE and N3IWF over Nwu is always maintained even if the UE enters RRC-Inactive mode as a power save mode in the serving network. It may involve that the UE send IPsec keep alive messages. This solution will allow the UE to enter a power save mode and still the other network's service can trigger paging (RAN based) in the serving network.
To further clarify, it may not be strictly necessary for the UE to remain in CM connected state and keep the PDU session active for the lifetime of the Nwu connection, however it may be beneficial in order to set up rules to keep the NAT mapping for the lifetime of the Nwu. Other means to maintain the NAT mapping may be used. Furthermore, keeping the UE in CM connected state would provide lowest latency for the UE to access MO or MT service from the second network. Allowing the Core Network to request the RAN to always release the UE to RRC Inactive and by so keeping the UE in CM connected should be considered as a tool for a service provider to provide the service and achieve best service experience.

6.14.2
Functional Description

This solution is based on the following functional principals:

-
The UE is in CM-Connected state in network A (e.g. a NPN) and the UE connects to network B via N3IWF e.g. network B could be a PLMN.

-
The UE is always in CM-Connected in network B and network B is unaware of whether the UE enters a power save mode in the serving network A.

-
The assumption is that if the UE always remains also in CM-connected state in the serving network i.e. Network A, then the PDU session will remain active and this allows the network A to configure/maintain the IP@ and port# as long as the PDU session is active and the IPsec tunnel is kept alive.

-
The UE may only enter RRC-Inactive as power save mode in network A.

-
A new indication in the RRC Inactive Assistance Information is added to inform the RAN node that the UE shall only be released to RRC Inactive and never to RRC-Idle. The trigger to include the indication can be:

-
The UE informs the serving network in the Service Request message or the PDU Session Establishment request that the PDU session is for communication with another network via a N3IWF

-
The network A detects that the PDU session is used for an IPSec tunnel to a N3IWF. The detection is based on e.g. the IP address used belongs to a well-known N3IWF of another network.
-
The lifetime of the IPsec Tunnel between UE and N3IWF is configured to suitable long time to allow the UE to enter power save mode.

-
The DL data on existing PDU session or NAS messages sent across N3IWF to the NPN network will trigger the RAN node to page the UE.

-
The UE performs all necessary periodic registrations/updates to both networks and any keepalive activities to maintain the IPsec tunnel over Nwu.

6.14.3
Procedures

Since only RRC-Inactive mode shall be used as power save mode then a new indication needs to be added to the RRC Inactive Assistance Information indicating to the RAN that the UE shall only be released to RRC-Inactive. This is shown in the procedure below.
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Figure 6.14.3-1: Procedure to secure that the UE is always released to RRC Inactive.

1.
UE register to the NPN

2.
UE request service in order to setup an IPsec tunnel to the N3IWF. The Service Requests may need to indicate the specific service (connection to the PLMN/network B).

3.
Optional: The PDU session is setup according to TS 23.502 [6] clause 4.3.2.2.1 step 2-14

4.
The AMF includes in the RRC Inactive Assistance Information that this UE shall only be released to RRC Inactive and sends the RRC Inactive Assistance Information to the RAN. This behaviour in the AMF is triggered by:

a.
Either based on the UE indication in the NAS message (SR or PDU session establishment), or

b.
Informed by the SMF/UPF. The SMF/UPF, during step 5, detects that the target address for the IPSec tunnel is a well-known N3IWF of a PLMN (in this case the RRC Inactive Assistance IE may need to be updated if already sent).

5.
UE sets up the IPSec tunnel and registers to the PLMN according to TS 23.502 [6] clause 4.12.2.2

NOTE:
Based on implementation it is assumed that IP address has long TTL and if NAT is used the port number is maintained as long as the PDU session is active.

6.
Due to inactivity in the NPN the RAN releases the UE to RRC Inactive mode. The RAN always releases the UE to RRC-Inactive based on the indication included in the RRC Inactive Assistance Information in step 4.

7.
RAN receives DL data or NAS message from the PLMN to the UE. The figure above shows the that the first packet towards the UE will trigger the RAN node to page the UE

8.
RAN pages the UE

9.
UE resumes the RRC-Connection.

10.
The DL data or NAS message sent to the UE

6.14.4
Impacts on services, entities and interfaces


UE:

-
Optionally: The Service Requests may indicate that the request is for setting up a connection to a second network via N3IWF to access services in that second network (connection to the PLMN/network B via N3IWF).
AMF:

-
The AMF includes in the RRC Inactive Assistance Information that this UE shall always be released to RRC Inactive and sends the RRC Inactive Assistance Information to RAN.
RAN:

· The RAN always releases the UE to RRC-Inactive if the “Always release to RRC-Inactive indication” is included in the RRC Inactive Assistance Information.
SMF/UPF:

- 
The SMF requests the AMF to update the RRC Inactive Assistance Information either based on the optional indication in the SR or by detecting that the target address for the IPSec tunnel is a well-known address to a N3IWF.
* * * End of changes * * * 
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